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Opinion

BISHOP, J. The defendant, Robert Eleck, appeals
from the judgment of conviction, rendered after a jury
trial, of assault in the first degree by means of a danger-
ous instrument in violation of General Statutes § 53a-
59 (a) (1). On appeal, the defendant claims that (1) the
trial court improperly failed to admit into evidence a
document that properly was authenticated and (2) the
statutory scheme mandating a nonsuspendable, five
year minimum term of imprisonment violates his rights
to equal protection and due process under the federal
constitution. We affirm the judgment of the trial court.

The following facts, which the jury reasonably could
have found, are relevant to this appeal. The defendant
attended a party at 16 Charles Street in Norwalk in the
early morning hours of December 9, 2007. All of the
approximately twenty teens and young adults who
attended were consuming alcoholic beverages, and
many were intoxicated. While inside the house, the
defendant was involved in at least two verbal confronta-
tions with one guest, Matthew Peacock. The defendant
also conversed on several occasions with another guest,
Simone Judway. Shortly after 2:30 a.m., outside the
house, the defendant and Peacock engaged in a physical
altercation that included punching and grappling. Three
other guests, including Zachary Finch, joined the fight
to help Peacock. When the combatants were separated,
both Peacock and Finch discovered that they had suf-
fered stab wounds.

The defendant subsequently was arrested and
charged with assault in the first degree with a dangerous
instrument in violation of § 53a-59 (a) (1) in connection
with the injury to Peacock and assault in the second
degree in violation of General Statutes § 53a-60 (a) (2)
in connection with the injury to Finch. Following a trial
to the jury, the defendant was convicted of assault in
the first degree regarding the assault on Peacock and
acquitted of assaulting Finch. Because the defendant’s
assault conviction involved the use of a dangerous
instrument, he faced a mandatory minimum sentence of
five years. He was, in fact, sentenced to the mandatory
minimum sentence of five years incarceration with an
additional ten years of special parole. This appeal fol-
lowed. Additional facts and procedural history will be
set forth as necessary.

I

The defendant first claims that the court abused its
discretion in excluding from evidence a printout from
his Facebook account documenting electronic mes-
sages purportedly sent to him by Judway from her Face-
book account.1 We do not agree.

The following additional facts and procedural history
are relevant to our resolution of the defendant’s claim.
As a witness for the state, Judway offered key testimony



that, prior to the physical altercation, the defendant
had told her that ‘‘if anyone messes with me tonight, I
am going to stab them.’’ Subsequently, during cross-
examination, defense counsel sought to impeach Jud-
way’s credibility by asking her whether she had spoken
with the defendant in person since the incident. She
responded that she had seen the defendant in public
but had not spoken to him in person, by telephone or
by computer. Defense counsel then showed Judway a
printout purporting to show an exchange of electronic
messages between the defendant’s Facebook account
and another account under the user name ‘‘Simone Dan-
ielle.’’2 Judway identified the user name as her own,
but denied sending the messages to the defendant.3

She also testified that someone had ‘‘hacked’’ into her
Facebook account and changed her password ‘‘two [to]
three weeks’’ ago such that she had been unable to
access it subsequently.

On the following day, during the defendant’s testi-
mony, his counsel offered into evidence the defendant’s
Facebook printout containing messages purportedly
from Judway. The state objected on the grounds that
the authorship of the messages could not be authenti-
cated and the document was irrelevant. In response, to
authenticate the document, the defendant testified that
he downloaded and printed the exchange of messages
directly from his own computer. He also advanced testi-
mony that he recognized the user name, ‘‘Simone Dan-
ielle,’’ as belonging to Judway because she had added
him as a Facebook ‘‘friend’’ a short time before he
received the message. He testified that the ‘‘Simone
Danielle’’ profile contained photographs and other
entries identifying Judway as the holder of that account.
Finally, he testified that when he logged in to his Face-
book account after the previous day’s testimony, user
‘‘Simone Danielle’’ had removed him from her list of
Facebook ‘‘friends.’’ The defendant’s counsel then
argued that based on this testimony and Judway’s iden-
tification of her user name, there was a sufficient foun-
dation to admit the document for the jury’s
consideration. The court, however, sustained the state’s
objection on the ground that the defendant had not
authenticated that the messages were written by Jud-
way herself. The defendant claims that this determina-
tion was improper.

The following standard of review and principles of
law govern our resolution of the defendant’s claim.
‘‘[T]he trial court has broad discretion in ruling on the
admissibility . . . of evidence . . . . The trial court’s
ruling on evidentiary matters will be overturned only
upon a showing of a clear abuse of the court’s discre-
tion. . . . We will make every reasonable presumption
in favor of upholding the trial court’s ruling, and . . .
upset it [only] for a manifest abuse of discretion.’’ (Inter-
nal quotation marks omitted.) State v. Garcia, 299 Conn.
39, 56–57, 7 A.3d 355 (2010).



‘‘It is well established that [a]uthentication is . . .
a necessary preliminary to the introduction of most
writings in evidence . . . . In general, a writing may
be authenticated by a number of methods, including
direct testimony or circumstantial evidence. . . . Both
courts and commentators have noted that the showing
of authenticity is not on a par with the more technical
evidentiary rules that govern admissibility, such as hear-
say exceptions, competency and privilege. . . .
Rather, there need only be a prima facie showing of
authenticity to the court. . . . Once a prima facie
showing of authorship is made to the court, the evi-
dence, as long as it is otherwise admissible, goes to the
jury, which will ultimately determine its authenticity.’’
(Internal quotation marks omitted.) Id., 57–58.

Codifying these principles, § 1-3 (a) of the Connecti-
cut Code of Evidence provides in relevant part: ‘‘Ques-
tions of admissibility generally. Preliminary questions
concerning . . . the admissibility of evidence shall be
determined by the court.’’ Additionally, § 9-1 (a) of the
Connecticut Code of Evidence provides: ‘‘Requirement
of authentication. The requirement of authentication as
a condition precedent to admissibility is satisfied by
evidence sufficient to support a finding that the offered
evidence is what its proponent claims it to be.’’ Where
documents are not self-authenticating,4 the prima facie
showing of authenticity may be made in a variety of
ways including, but not limited to, the following: ‘‘(1)
A witness with personal knowledge may testify that the
offered evidence is what its proponent claims it to be.
. . . (3) The trier of fact or an expert witness can
authenticate a contested item of evidence by comparing
it with preauthenticated specimens. . . . (4) The dis-
tinctive characteristics of an object, writing or other
communication, when considered in conjunction with
the surrounding circumstances, may provide sufficient
circumstantial evidence of authenticity.’’ (Citations
omitted.) Conn. Code Evid. § 9-1 (a), commentary.

Although we have not found any Connecticut appel-
late opinions directly on point regarding the authentica-
tion of electronic messages from social networking
websites, we are aware that federal courts as well as
sister jurisdictions have written on this subject. We
know, as well, that ‘‘[w]here a state rule is similar to a
federal rule we review the federal case law to assist our
interpretation of our rule.’’ (Internal quotation marks
omitted.) Jacobs v. General Electric Co., 275 Conn. 395,
407, 880 A.2d 151 (2005). Rule 901 of the Federal Rules
of Evidence is consistent with § 9-1 (a) of the Connecti-
cut Code of Evidence, except that rule 901 (b) contains
an additional list of illustrations. See State v. Swinton,
268 Conn. 781, 811 n.28, 847 A.2d 921 (2004). Accord-
ingly, it is helpful to consider relevant federal case law,
as well as the opinions of sister states whose rules of
evidentiary authentication are similar.



The precise issue raised here is whether the defen-
dant adequately authenticated the authorship of certain
messages generated via Judway’s Facebook account.5

The need for authentication arises in this context
because an electronic communication, such as a Face-
book message, an e-mail or a cell phone text message,
could be generated by someone other than the named
sender. This is true even with respect to accounts
requiring a unique user name and password, given that
account holders frequently remain logged in to their
accounts while leaving their computers and cell phones
unattended. Additionally, passwords and website secu-
rity are subject to compromise by hackers. Conse-
quently, proving only that a message came from a
particular account, without further authenticating evi-
dence, has been held to be inadequate proof of author-
ship. See, e.g., Commonwealth v. Williams, 456 Mass.
857, 869, 926 N.E.2d 1162 (2010) (admission of MySpace6

message was error where proponent advanced no cir-
cumstantial evidence as to security of MySpace page
or purported author’s exclusive access).

As a word of caution, however, we note that some
have opined that the present lexicon and body of rules
for authenticating the authorship of traditional docu-
ments is adequate with respect to electronic docu-
ments.7 See P. Grimm et al., ‘‘Back to the Future:
Lorraine v. Markel American Insurance Co. and New
Findings on the Admissibility of Electronically Stored
Information,’’ 42 Akron L. Rev. 357, 362 (2009). As Penn-
sylvania’s intermediate appellate court articulated in a
case similar to the present one, ‘‘[the] appellant would
have us create a whole new body of law just to deal
with e-mails or instant messages. . . . However, the
same uncertainties [that exist with electronic docu-
ments] exist with traditional written documents. A sig-
nature can be forged; a letter can be typed on another’s
typewriter; distinct letterhead stationary can be copied
or stolen. We believe that e-mail messages and similar
forms of electronic communication can be properly
authenticated within the existing framework of [the
rules of evidence]. . . . We see no justification for con-
structing unique rules for admissibility of electronic
communications such as instant messages; they are to
be evaluated on a case-by-case basis as any other docu-
ment to determine whether or not there has been an
adequate foundational showing of their relevance and
authenticity.’’ (Citation omitted.) In re F.P., 878 A.2d
91, 95–96 (Pa. Super. 2005).

We agree that the emergence of social media such
as e-mail, text messaging and networking sites like
Facebook may not require the creation of new rules of
authentication with respect to authorship.8 An elec-
tronic document may continue to be authenticated by
traditional means such as the direct testimony of the
purported author or circumstantial evidence of ‘‘distinc-



tive characteristics’’ in the document that identify the
author. See Conn. Code Evid. § 9-1 (a), commentary.

Nevertheless, we recognize that the circumstantial
evidence that tends to authenticate a communication
is somewhat unique to each medium. For example, in
the context of a telephone call, our Supreme Court has
instructed that ‘‘[a] sufficient foundation is laid when
the subject matter of the conversation, evidence of its
occurrence, and prior and subsequent conduct of the
parties fairly establish the identity of the person with
whom conversation occurred.’’ International Brother-
hood of Electrical Workers Local 35 v. Commission on
Civil Rights, 140 Conn. 537, 547, 102 A.2d 366 (1953).
Alternatively, this court held that the authorship of let-
ters on a computer hard drive could be authenticated
by the mode of expression of the writing, detailed refer-
ences to the defendant’s finances and circumstantial
evidence linking the defendant’s presence at home with
the time the letters were created on his home computer.
See State v. John L., 85 Conn. App. 291, 298–302, 856
A.2d 1032, cert. denied, 272 Conn. 903, 863 A.2d 695
(2004). Specifically in the case of electronic messaging,
Maryland’s highest court has suggested that a propo-
nent of a document might search the computer of the
purported author for Internet history and stored docu-
ments or might seek authenticating information from
the commercial host of the e-mail, cell phone messaging
or social networking account. See Griffin v. State, 419
Md. 343, 363–64, 19 A.3d 415 (2011); see also People v.
Clevenstine, 68 App. Div. 3d 1448, 1450–51, 891 N.Y.S.2d
511 (2009) (authorship of MySpace messages authenti-
cated where police retrieved record of conversations
from victims’ hard drive and MySpace officer testified
that defendant had created the sending account), appeal
denied, 14 N.Y.3d 799, 925 N.E.2d 937, 899 N.Y.S.2d
133 (2010).

In the present case, the defendant proffered evidence
as to the accuracy of the copy and Judway’s connection
to the Facebook account. He also proffered evidence
that Judway had added him to her list of Facebook
‘‘friends’’ shortly before allegedly sending the messages,
and then removed him as a friend after testifying against
him at the trial. Specifically in regard to authorship,
however, the direct testimony of the purported author,
Judway, contradicted the defendant’s assertion. While
admitting that the messages were sent from her Face-
book account, she simultaneously denied their author-
ship. She also suggested that she could not have
authored the messages because the account had been
‘‘hacked.’’ Although this suggestion is dubious under
the particular facts at hand, given that the messages
were sent before the alleged hacking of the account
took place, Judway’s testimony highlights the general
lack of security of the medium and raises an issue as
to whether a third party may have sent the messages
via Judway’s account. Consequently, we agree with the



trial court that the fact that Judway held and managed
the account did not provide a sufficient foundation for
admitting the printout, and it was incumbent on the
defendant, as the proponent, to advance other founda-
tional proof to authenticate that the proffered messages
did, in fact, come from Judway and not simply from
her Facebook account.

The defendant claims, nevertheless, that he did offer
circumstantial evidence that Judway sent the messages.
Specifically, he argues that the content of the messages
identified Judway as the author. For example, when he
sent the message asking ‘‘why would you wanna talk
to me,’’ the other party replied, ‘‘The past is the past.’’
The defendant contends that this indicated that the
author knew of the criminal case and, therefore, must
have been Judway.

We are not convinced that the content of this
exchange provided distinctive evidence of the interper-
sonal conflict between the defendant and Judway. To
the contrary, this exchange could have been generated
by any person using Judway’s account as it does not
reflect distinct information that only Judway would
have possessed regarding the defendant or the charac-
ter of their relationship. In other cases in which a mes-
sage has been held to be authenticated by its content,
the identifying characteristics have been much more
distinctive of the purported author and often have been
corroborated by other events or with forensic computer
evidence. See, e.g., State v. John L., supra, 85 Conn.
App. 298–302; see also United States v. Siddiqui, 235
F.3d 1318, 1322–23 (11th Cir. 2000) (e-mails authenti-
cated not only by defendant’s e-mail address but also
by inclusion of factual details known to defendant that
were corroborated by telephone conversations), cert.
denied, 533 U.S. 940, 121 S. Ct. 2573, 150 L. Ed. 2d 737
(2001); United States v. Tank, 200 F.3d 627, 630-31 (9th
Cir. 2000) (author of chat room9 message identified
when he showed up at arranged meeting); United States
v. Safavian, 435 F. Sup. 2d 36, 40 (D.D.C. 2006) (e-mail
messages authenticated by distinctive content including
discussions of various identifiable personal and profes-
sional matters); Dickens v. State, 175 Md. App. 231,
237–41, 927 A.2d 32 (2007) (threatening text messages
received by victim on cell phone contained details few
people would know and were sent from phone in defen-
dant’s possession at the time); State v. Taylor, 178 N.C.
App. 395, 412–15, 632 S.E.2d 218 (2006) (text messages
authenticated by expert testimony about logistics for
text message receipt and storage and messages con-
tained distinctive content, including description of car
victim was driving); In re F.P., supra, 878 A.2d 93–95
(instant electronic messages authenticated by distinc-
tive content including author’s reference to self by
name, reference to surrounding circumstances and
threats contained in messages that were corroborated
by subsequent actions); Massimo v. State, 144 S.W.3d



210, 215-17 (Tex. App. 2004) (e-mails authenticated
where e-mails discussed things only victim, defendant,
and few others knew and written in way defendant
would communicate). Compare Griffin v. State, supra,
419 Md. 347–48 (admission of MySpace pages was
reversible error where proponent advanced no circum-
stantial evidence of authorship). Consequently, we con-
clude that the reference in the message to an
acrimonious history, with nothing more, did not suffi-
ciently establish that Judway authored the messages
such that it would be an abuse of discretion to exclude
the document.

Finally, the defendant argues that the messages could
be authenticated under the ‘‘reply letter’’ doctrine. We
are not convinced. Under that doctrine, ‘‘letter B is
authenticated merely by reference to its content and
circumstances suggesting it was in reply to earlier letter
A and sent by addressee of letter A . . . .’’ Conn. Code
Evid. § 9-1 (a), commentary (4). We note, however, that
‘‘[t]he mere fact that a letter was sent and a reply
received does not automatically authenticate the reply;
circumstances must indicate that the reply probably
came from the addressee of the letter.’’ C. Tait & E.
Prescott, Connecticut Evidence (4th Ed. 2008) § 9.7, p.
630; see also Connecticut Limousine Service, Inc. v.
Powers, 7 Conn. App. 398, 401, 508 A.2d 836 (1986).
Here, there was a lack of circumstantial evidence to
verify the identity of the person with whom the defen-
dant was messaging. Consequently, the reply letter doc-
trine is inapposite.10

We conclude, therefore, that the court did not abuse
its discretion in declining to admit the document into
evidence.

II

The defendant also claims that the statutory scheme
mandating a nonsuspendable, five year minimum term
of imprisonment for a violation of § 53a-59 (a) (1) vio-
lates his rights to equal protection and due process
under the federal constitution. Although he concedes
that this court previously considered this claim in State
v. Schultz, 100 Conn. App. 709, 726–29, 921 A.2d 595,
cert. denied, 282 Conn. 926, 926 A.2d 668 (2007), in
which we held that the statutory scheme is constitu-
tional, the defendant asks this court to reconsider that
decision. It is settled policy, however, that one panel
of this court, on its own, cannot overrule the precedent
established by a previous panel’s holding. See First
Connecticut Capital, LLC v. Homes of Westport, LLC,
112 Conn. App. 750, 759, 966 A.2d 239 (2009). We
decline, therefore, to consider the defendant’s claim.

The judgment is affirmed.

In this opinion the other judges concurred.
1 Facebook is a social networking website that allows private individuals

to upload photographs and enter personal information and commentary on
a password protected ‘‘profile.’’ An individual chooses a name under which



the Facebook profile will be listed (user name). Users create networks of
‘‘friends’’ by sending and accepting friend requests. Subject to privacy set-
tings that each user can adjust, a user’s friends can see aspects of the user’s
profile, including the user’s list of friends, and can write comments that
appear on the profile. Additionally, any Facebook user can send a private
message to any other Facebook user in a manner similar to e-mail. The
defendant’s claim concerns the latter type of message.

2 The document contains the following exchange of unaltered messages
from April 28, 2009:

‘‘Simone Danielle: Hey I saw you the other day and I just want to say
nice bike.

‘‘[The Defendant]: why would you wanna talk to me
‘‘Simone Danielle: I’m just saying that you have a nice bike that’s all. The

past is the past.
‘‘[The Defendant]: yup thanks
‘‘Simone Danielle: No problems’’
3 The defendant’s counsel appears to have transposed the user name; she

repeatedly referred to the user name as ‘‘Danielle Simone’’ although the
user name that appears on the document is ‘‘Simone Danielle.’’ As stated
in the transcript, counsel requested that Judway examine the document and
then asked her: ‘‘This is your Facebook name; is that correct, ‘Danielle
Simone’?’’ Judway responded, ‘‘Yes.’’ Thereafter, when defense counsel
asked the defendant whether he had received Facebook messages from
‘‘Danielle Simone,’’ he corrected her, clarifying that he received the messages
from ‘‘Simone Danielle.’’ Neither the state nor the defendant took issue with
counsel’s verbal miscue, either at the trial or in their appellate briefs, and
the court did not mention it in ruling on the objection. In light of these
facts, we conclude that the miscue has no bearing on our consideration of
this appeal.

4 The defendant does not argue that the Facebook messages were self-
authenticating. Typically, electronic messages do have self-identifying fea-
tures. For example, e-mail messages are marked with the sender’s e-mail
address, text messages are marked with the sender’s cell phone number,
and Facebook messages are marked with a user name and profile picture.
Nonetheless, given that such messages could be generated by a third party
under the guise of the named sender, opinions from other jurisdictions have
not equated evidence of these account user names or numbers with self-
authentication. Rather, user names have been treated as circumstantial
evidence of authenticity that may be considered in conjunction with other
circumstantial evidence. See, e.g., Commonwealth v. Purdy, 459 Mass. 442,
450, 945 N.E.2d 372 (2011) (evidence that electronic communication origi-
nates from e-mail or social networking website that bears purported author’s
name is not sufficient alone to authenticate it).

5 In regard to authenticity, the state did not question whether the printout
was a true and accurate copy, nor did it dispute that Judway held and
managed the Facebook account from which the messages were sent.

6 MySpace, like Facebook, is a social networking website.
7 There are other issues concerning the admissibility of electronically

stored information, however, that may test the limits of current rules more
acutely. For example, in the case of a website that is frequently updated,
issues may arise as to how to authenticate the content of the website as it
appeared at a particular moment in the past. See Lorraine v. Markel Ameri-
can Ins. Co., 241 F.R.D. 534, 553 (D. Md. 2007). Additionally, besides authenti-
cation issues, the evidentiary use of electronically stored information may
raise novel issues regarding the rules on hearsay and original writings. See,
e.g., Connecticut Light & Power Co. v. Gilmore, 289 Conn. 88, 116–17, 956
A.2d 1145 (2008) (articulating guidelines for the admissibility of printouts
of electronic records under the business records exception).

8 That is not to say that it might not be useful to the orderly development
of the law of evidence to investigate the appropriateness of new rules
specifically pertaining to electronic evidence. It is enough to say at this
juncture that our present rules permit a reasoned determination of whether
the document presently in question properly was excluded as inade-
quately authenticated.

9 A chat room is a public or private Internet site that allows individuals
to send real time typed messages to others who are simultaneously con-
nected to that Internet site.

10 We note that we need not and do not opine on the applicability of the
reply letter doctrine to electronic messaging. See 2 C. McCormick, Evidence
(6th Ed. 2006) § 227, p. 73.




